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Reflect, Reimagine, and Rebuild at: Consensus 2023

ECB in its Final Stage 
of Investigation Phase 
of Digital Euro
The European Central Bank (ECB) is 

working on a digital euro to prepare 

for a future where cash is out of fa-

vor and the private sector competes 

with central banks for the control of 

money. Indeed, on April 24, the ECB 

published the third progress report 

on the digital euro, as well as the fin-

dings of focus groups.  This stated 

that the euro‘s digital version would 

only be available to consumers and 

subject to a maximum holding limit, 

which has yet to be determined but 

has been said to be around EUR 3,000.

CONSENSUS FAIR

Consensus, the annual crypto and 

blockchain conference hosted by 

Coindesk, is one of the largest, lon-

gest-running, and most important 

congresses for innovations in the di-

gital economy. It brought together 

once again investors, policymakers, 

brands, developers, and others to 

discuss the latest blockchain issues 

and featured a range of exhibitions 

and programming on several stages.

New Bitcoin Mining Chip Prototype Introduced
On April 28, a financial technology firm named Block has introduced a prototy-

pe design of its new five-nanometre Bitcoin mining chip.

Crypto Scammers Used Google Ads to Steal Over $4 Million
Scammers have managed to steal over $4 million worth of crypto from around 

3’000 victims through deceitful websites marketed via Google search ads. 

New Ethereum Standard Promises Better User Experience 
Ethereum recently introduced a new standard called EC-4337 that supercharges 

user accounts into programmable and customizable accounts based on smart 

contracts.

CRYPTOCURRENCY

LEGAL

INTERNATIONAL

Consensus Fair 2023 by CoinDesk.
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NFT Market Faces Persisting Imbalance as 
there Are More Sellers Than Buyers

CRYPTOCURRENCY

Wagner, Cendrine

 Recent data has shown that the non-

fungible token (NFT) market is currently 

suffering from an oversupply of sellers, 

while demand remains low. According to 

the analytics platform NFTGo, the num-

ber of purchasers was 7’907 compared 

to 8’641 vendors attempting to sell their 

NFTs. This trend has continued throug-

hout April, and there has not been a sin-

gle day when the number of sellers has 

not exceeded the total number of buyers.

 

 Just slightly surpassing the lowest 

recorded date of June 18, 2022, with 

5’343 buyers, the NFT market faced its 

second-lowest point in the past twel-

ve months with merely 5’893 buyers. 

 

 The recent decline in the trading 

volume of NFTs has been attributed 

to the collapse of Silicon Valley banks, 

which has prompted concern among 

traders and investors. After the col-

lapse, the trading volume decreased 

from $74 million to $36 million on 

March 12, resulting in a reduction of 

27.9% in the number of daily sales. 

 

 However, the downfall in the mar-

ket did not prevent traders from achie-

ving high margins by selling their NFTs 

this April. One of the most remarka-

ble sales this month is the one of the 

NFT collection “Mineablepunks.” As the 

name suggests, the collection consists 

of minable “100% on chain punks”-cha-

racters with individual features. The 

collection achieved a 24-hour sales vo-

lume of 3’277 ETH, which is approxima-

tely equal to CHF 5’405 million. Another 

mentionable sale is that of the collec-

tion “Azuki,” which has a limited run 

of 10’000 anime NFTs. In 24 hours, the 

collection achieved a sales volume of 

2’025 ETH, reaching CHF 3’340 million.

 

 The imbalance of the current NFT 

market may be a cause for concern for 

those planning to sell their NFTs in the 

near future. However, it is essential to 

note that the NFT market remains relati-

vely young and is thus prone to volatility. 

Despite this, the persistent selling pres-

sure may prompt sellers to reconsider 

their pricing strategy or consider retai-

ning their NFTs for an extended period.
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 On April 27, a popular financial ser-

vices company called Robinhood an-

nounced its new “Robinhood Connect” 

service,which operates with Web3 

projects. This update enables users 

to access their funds and credentials 

through decentralized finance proto-

cols without opening the Robinhood 

app or website. Customers can now 

trade cryptocurrency directly from their 

wallets without third-party. providers. 

As of now, this service is only available 

in MyDoge, Giddy, and Slingshot eco-

systems, However, the company will 

work with more providers in the future 

to expand the service for its custo-

mers. Similar services like the Robin-

hood Connect already exist, two exap-

mles are Coinbase Pay and MoonPay.

 

 In a company blog post, the general 

manager of Robinhood Crypto, Johann 

Kerbrat, stated, “Crypto and Web3 have 

the potential to change the future of the 

financial system for the better, but we 

recognize there are still significant hurd-

les preventing broader adoption.” He 

believes that these technologies can po-

tentially improve financial systems. Ho-

wever, many challenges need to be ad-

dressed first. These challenges might be 

technical issues, security problems, or 

regulatory concerns. In addition, Kerbrat 

aims to increase the number of crypto-

currency users through the develop-

ment of this service. The firm hopes that 

their new “Robinhood Connect” will be 

a reliable and easy-to-use crypto on-

ramp for their customers with low costs.

 

 Besides the Robinhood Con-

nect Update, the company has in-

troduced other updates to its app 

which integrates a “stop order” or 

“stop limit order” features for users. 

According to Robinhood, the company 

has approximately 23 million users and 

$74.7 billion in assets under custody. 

Dang, Nadia

“Robinhood Con-

nect” to enable cryp-

to trading directly 
from wallet

The NFT market faced its second-lowest point in the past twelve months.
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Over 300 Crypto-Related Jobs from Deloitte Posted on LinkedIn

Polygon Integrates PoS Bridge for zkEVM, Enhancing 
Ethereum‘s Scalability and Security

Dang, Nadia

Pontiggia, Céline 

 On April 26, 2023, Coingraph  stated 

that Deloitte is actively looking for cryp-

tocurrency experts to work for them. 

Deloitte is one of the big four accoun-

ting companies focusing on audit, con-

sulting, financial advisory, risk advisory, 

tax and legal services. Over 300 vacant 

positions were posted on LinkedIn last 

week. According to a search in the Uni-

ted States on LinkedIn, these crypto-re-

lated jobs include Blockchain & Digi-

tal Assets Manager, Tax Manager, and 

Blockchain & Cryptocurrency Manager. 

These available positions had a short 

description on the LinkedIn post. The re-

sponsibilities for these jobs included, for 

example, financial statement audit, or 

internal controls specific to blockchain 

and digital assets, and many more. In 

short, Deloitte is searching for applicants 

with experience in the audit, consulting, 

 On April 26, Polygon, an Ethereum 

layer-2 scaling solution, announced the 

integration of a proof-of-stake (PoS) 

bridge for its zero-knowledge Ethereum 

Virtual Machine (zkEVM). This integra-

tion aims to offer improved finality com-

pared to the existing Polygon bridge.

 Ethereum Virtual Machine (EVM) 

is the computing environment of the 

Ethereum blockchain, often referred 

to as „the global supercomputer.“ It 

serves as a decentralized virtual com-

puter where smart contracts and de-

centralized applications (dApps) inter-

act. The EVM has been a core protocol 

feature that has solidified Ethereum‘s 

position in the blockchain ecosystem.

 The zkEVM, on the other hand, is 

an EVM-compatible rollup secured by 

zero-knowledge proofs (ZKPs). Zero-

Knowledge Rollups (zk-Rollups) utilize 

ZKPs, cryptographic proofs that ver-

ify the accuracy of transaction data 

within a rollup. The zkEVM‘s ZKP en-

hances privacy and security by ver-

ifying transactions without disclosing 

the details of each transaction (that 

tax & legal fields and  knowledge about 

blockchain and how the system works.

 The reason behind these job pos-

tings was due to Deloitte’s interest in 

crypto in general and Web3, a block-

chain-based system of the internet. Last 

February, it was reported that Deloitte 

had partnered up with Vatom, a Web3 

platform, in order to work together on 

virtual reality projects. According to 

LinkedIn, there were many applicati-

ons for these crypto-related jobs from 

different locations. The number of ap-

plications is said to be over one thou-

sand as of now. In comparison to the 

other companies of the big four such 

as EY, KPMG and PWC, there were no 

crypto-related jobs to be found on Lin-

kedIn when a similar search was made.

is why it is called “zero-knowledge”), 

providing a trustless environment.

 One of the challenges Ethereum has 

faced is high transaction fees and confir-

mation delays. The zkEVM implementa-

tion addresses these concerns, enabling 

users to claim funds on the Ethereum 

mainnet within 30-60 seconds, without 

the need for mapping tokens before 

bridging. This streamlined process en-

hances the user experience compared 

to other chains. The Polygon Bridge for 

zkEVM features a visual progress bar, 

a transaction panel with color-coded 

completion status, a time estimate for 

pending transactions, and a filter. Accor-

ding to Polygon‘s developers, bridges 

utilizing zero-knowledge technolo-

gy offer superior functionality as they 

are entirely based on smart contracts.

 Polygon‘s zero-knowledge Ether-

eum Virtual Machine (zkEVM) main-

net beta was launched in March as 

an open-source, permissionless, and 

public platform. It enables secure and 

private data verification for decentra-

lized applications in a cost-effective 

way Additionally, Polygon is actively 

exploring other aspects of zero-know-

ledge technology, such as introducing 

a Decentralized Identity Solution ba-

sed on zero-knowledge proofs to emp-

ower developers in building self-sove-

reign and private identity solutions.

 By integrating a proof-of-stake 

bridge for zkEVM, Polygon aims to en-

hance Ethereum‘s scalability and secu-

rity while preserving the core functi-

ons and features of its virtual machine.

Deloitte is looking for crypto experts on LinkedIn.

Ethereum Virtual Machine is „the global supercomputer“ of Ethereum blockchain.
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accounts more programmable and cus-

tomizable. The idea of signing every 

transaction is replaced by abstracting 

the verification away from the EAO ac-

count to be integrated into programm-

able smart contracts. On Ethereum, 

there are two options for doing this. The 

first is to upgrade EOAs so that they can 

be controlled by smart contracts. The 

second route involves updating smart 

contracts so they can initiate transac-

tions. Regardless of the route, the out-

come is access to Ethereum via smart 

contracts, which unlocks many benefits 

such as: defining your own flexible se-

curity rules, recovering your account if 

you lose the keys, sharing your account 

security across trusted devices or indi-

viduals, paying someone else’s gas, or 

have someone else pay yours, batch 

transactions together and more oppor-

tunities for DApps and wallet develo-

pers to innovate on user experiences.

Let us start with the Interview, welco-

me David Dornseifer.

Let us dive right into it. How would 

you characterize the current account 

system and the most used EOAs?

 Alright, at this point just one disclai-

mer: I am not talking on the behalf of AWS 

in this regard and stating my own opinion. 

With that being said - what is this 

EOA that is always showing up?

EOA is an abbreviation for externally 

owned accounts. Externally owned ac-

counts or smart contract accounts are 

the only implementation that is available 

right now or the default implementation 

for Blockchain networks like Ethereum.

The characteristics of EOA‘s are that you 

have a static signer associated with an 

account. So between the signer, which 

is always a private key, and an account 

there is a hard one to one mapping.

There are a few benefits associated with 

that, but also a few drawbacks. The main 

drawbacks occur on the UX side and it 

concerns the managing of your own 

private key because if lost, the negative 

consequence is that there is no easy way 

for key recovery. To manage your private 

key is quite challenging even for people 

that work in technology, because pri-

vate keys need to be stored in a secure 

way and you need to make sure they can 

be recovered. This is the main negative 

aspect of EOAs. Up until today, there is 

no easy way for the recovery of a lost 

account. If  you are losing your private 

key or if an attacker gets the private key, 

you cannot easily recover from it and 

everybody who owns this private key 

has full control over your account. That 

is because there is no separation bet-

ween authorization and authentication.

 To be fair, there are also some good 

things about the EOA system. If think 

about your MetaMask account in your 

browser for example, and you want to 

do Ethereum or any other EVM compa-

tible chain like an L2, you just switch the 

network and basically the address stays 

the same and that is definitely one of 

the positive effects in terms of UX. You 

have the same network address bet-

ween different networks and also the 

same address between different net-

works. And if you‘re then using like Et-

herscan, you‘re typing in your address, 

for example, to check the latest transac-

tions, Etherscan will already tell you that 

this network address was found in this 

L2 or that L2, which is quite beneficial.

How do you manage your keys, is it 

decentralized, do you use a centralized 

platform, or do you put them somew-

here physically?

 Ethereum recently introduced a new 

standard called EC-4337 that superchar-

ges user accounts into programmable 

and customizable accounts based on 

smart contracts. The new standard is 

seen as a big step towards mass adop-

tion in the world of Web3 as it can po-

tentially increase the user-friendliness of 

user accounts and wallets, respectively. 

The key features of these new smart 

accounts are that private keys can be 

retrieved if lost, and no login is needed 

for every transaction. We provide you 

with an introduction  based on online 

research and through the interview 

with David Dornseifer, a senior block-

chain architect at Amazon Web Services 

(AWS), we deep dive into account ab-

straction and identify the benefits, chal-

lenges and potential of  this new trend .

 

Status Quo

 Today, there are two different types 

of accounts on Ethereum, externally 

owned accounts (EOA) and contract 

accounts. Regular user accounts crea-

ted on Ethereum fall under the cate-

gory of externally owned accounts 

(EOA). These EAOs use traditional key 

pairs to trigger transactions or sign 

messages, whereas smart contract ac-

counts do not use a single private key 

to verify transactions. Instead, the ac-

count completes transactions that are 

predefined as smart contracts that 

were confirmed by the account holder.  

The most popular wallets, such as Me-

tamask, are simple EAOs where the 

holder of the single private key (right-

fully or not) has complete control of 

the account. The private key in EAO is 

considered a single point of failure, as 

only the private key stands between 

you and your funds being lost. With 

centralized banks, it is easy to regain 

control of your bank account whether 

you lose your card or you are hacked, 

but with EAO, once the private key is 

stolen by a bot or lost, there is no way 

to regain control over your account.  

 

Account Abstraction

 Account abstraction is a new pa-

radigm that unifies smart contract ac-

counts and EAOs to make blockchain 

A Step towards Mass Adoption? New Ethereum Standard ERC-
4337 Promises Better User Experience for Wallets 

Triet, Robin 

Smart contract accounts could soon take over traditional wallet accounts.
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 That is actually a very good ques-

tion. I use different solutions. Mainly 

I‘m using EOAs. However, I have hard-

ware security modules as well to store 

my keys. I‘m using different accounts 

for different keys with different devices.

More secure devices have the ability 

to get access to the accounts that have 

more funds associated. I am using the 

standard EOA keys as probably ever-

ybody who has been in the crypto space 

for quite some time. But I am actually 

leveraging different accounts to mitiga-

te the risk of losing one single private 

key. Unfortunately, this practice requi-

res a little bit of knowledge and usually 

also experience, because if you are mo-

ving funds between different accounts, 

mistakes happen - even to the best.

If you are moving something 

from one account to another ac-

count, and there is a typo in the ad-

dress, you risk losing your funds.

 I‘m aware of the negative UX conse-

quences of this and I also understand 

that one of the core concerns about 

EOAs is that it prevents onboarding 

on of non-crypto savvy or non-tech-

nical users. Users that have never al-

ready been exposed to MetaMask or 

other blockchain accounts, and then 

you‘re telling them “Ok, now please 

create your MetaMask account, write 

your seat phrase, store your QR code 

somewhere print this and print that”.

That‘s not necessarily the right techni-

que to onboard the next million users. 

Users coming from the traditional 

world like web 2.0. They want a so-

cial login including something like 

an e-mail address and a password.

They do not want to be confronted with 

the concept of private keys and see so-

mething like an address and they do not 

want to manage gas for transactions.

These things prevent an easy onbo-

arding of new users and new non-

crypto users, which is another big 

drawback of the current EOA system.

Where do you see account abstraction 

improving this current system that we 

have?

 Account abstraction, parti-

cularly the Ethereum improve-

ment proposal 4337 that was 

discussed and got a lot of attention the 

last few months, is a concept of enabling 

meta transactions that do not require a 

hard fork of the Ethereum layer. The-

refore, there is no change required on 

the protocol layer of Ethereum, which 

is very important. It describes a way of 

how transactions can be handled in 

in forms of so-called smart contracts. 

And given that everything is a smart 

contract, basically things become cus-

tomizable. This core of customizability 

can lead to severe UX improvements.

 To think about it: an account that is 

being onboarded and you have your 

mobile phone associated with it and 

you can just trigger a transaction on 

your mobile phone which then trig-

gers a transaction in the blockchain 

layer is already something that is way 

more familiar to the majority of the 

users these days then using like a stan-

dard wallet like Meta Mask, right? 

 The term account abstraction might 

be a little bit misleading; it is just a 

name. But in general, what it does is we 

are abstracting from this EOA. We are 

abstracting from hard dependencies, 

away from this dependency of the sig-

nature mechanism that is being used 

and we are turning everything into a 

smart contract and that allows custo-

mization. That is where the majority of 

UX improvements would come from.

How would that then look like for the 

end customer, who writes the smart 

contracts?

 Well, I mean there will also be diffe-

rent scenarios. With account abstraction 

we are not just introducing the mecha-

nism of using smart contracts, we are in-

troducing new mechanisms in terms of 

gas payments. Because smart contracts 

that are being executed still require gas 

and technically the end user always has 

to pay for it. Unfortunately, now it gets a 

little bit more technical before you can 

actually fund or create your smart con-

tract you would need to prefund your ac-

count. You need to have Ether so that the 

smart contract account can be instantia-

ted and persist. Now with account ab-

straction there is the concept of paymas-

ter, which is considered one of the most 

beneficial features of this new concept.

 You are asking how that would look 

like for the normal user. I will give you 

an example here. Imagine you have a 

traditional company, or a bank and they 

decide to introduce and design crypto 

wallets to all of their bank customers. 

Now, usually that would be quite expen-

sive because the bank customer, would 

need to have some sort of key mecha-

nism in a central or decentralized key 

management. With account abstraction, 

you can basically go ahead, you can 

precalculate these types of addresses. 

There is a way to determine like deter-

ministically determine the address of as 

my contract. So you know already, even 

without creating that wallet, what ad-

dress the particular user will have. Now, 

the first time the user then really trans-

acts on that smart contract, the bank, for 

example, where there is a component, 

a bundler, and a paymaster, they would 

say look, this is one of my customers. 

I‘m paying the gas fee for them. So that 

that is basically one of the beauties. 

There are different third parties that 

can potentially take over gas payments. 

Which is already a drastic UX improve-

ment as the end user is not required 

to prefund the account to then send 

Ether to another account or address so 

that the contract can be instantiated.

 Now what actually happens is; the 

way how such smart contracts can 

be set up is that the user basically just 

logs in for example with the social log-

in like Facebook or Google or would 

actually just use your standard com-

pany authentication, but that way you 

can actually encode certain things. Any 

identity management system could be 

used to grant you access to the smart 

contract and this smart contract would 

be able to match your identity to the 

wallet behind it. Basically, the user logs 

on in the standard way with the chosen 

identity management system. Then the 

user would be able to gain access to 

the smart contract and the user would 

not even be aware that there is a block-

chain wallet associated with it. And the 

wallet just gets instantiated the first 

time the user really interacts with it. 

So again, if you have a bank, the bank 

starts by creating a wallet address and 

says OK look, I have certain shares of 

fractionalized NFT‘s for you that I want 

to share or the user just bought it. As 

long as you‘re not transferring them out 

or anything, no costs will be there, right? 

And this costs transferals to the outside 

out would then be covered by the bank. 
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 All these things that we are worry-

ing about today like gas payments and 

authentication can be abstracted away 

on a higher level. And that is basical-

ly the beauty of account abstraction.

You have mentioned banks and 

Facebook and all these institutions. 

And I think in the in the blockchain 

community there is always shivers 

when banks are being mentioned. Can 

account abstraction function without 

a centralized institution? 

 Potentially yes. I understand banks 

in the blockchain context is not a very 

good example because no one real-

ly likes them, and Bitcoin was crea-

ted basically to empower the people. 

I understand, but also one of the main 

concerns is really the onboarding of 

new users and offering easy access.

I mean, there could be a bank. It could 

also be a retail store, it could be another 

example it it‘s an easy way to onboard or 

to turn, for example, loyalty points pro-

grams like coop’s for example in Swit-

zerland. With the Coop card, you can 

just create a wallet in the background 

without even recognizing it. And the 

key or in that case the card would actu-

ally be the access. So Long story short, 

it is really about giving users an easy 

way to authenticate which can be a 

username and password to a wallet. 

 The central entity is not required. 

Technically you can have it without. Ho-

wever, if you want to enable some sort 

of social recovery. That central entity 

could help you with that. If have my loy-

alty point system. I‘m collecting my loy-

alty points and I lost my access because 

I basically lost the application on my 

phone, or I got a new phone. You could 

go to this particular entity and say look, 

this is me, this was my account, and they 

would be able to recover your account. 

To be more specific, there is not a hard 

dependency on the centralized entity. 

Social recovery is also possible for exam-

ple, just by attaching the guardians to 

your smart contract wallet or to your 

smart contract account. And these guar-

dians would basically be like additional 

keys. Guardians are public key addres-

ses that you have registered on your 

account for them you basically define 

a business rule saying -if the majority 

of my guardians approve on updating 

the owner, then update owner. That way 

you could actually also have like social 

recovery, like in a fully decentralized 

way, without requiring a central entity.

 That is really up to how you design 

these particular things, but what I have 

observed with certain account abstrac-

tion wallets is usually that companies 

and also wallet providers, would offer 

a “centralized service” or trusted enti-

ty for account recovery. These wallet 

providers would say that, so you can 

have guardians for example your wife, 

a friend and this company, and two 

out of three would need to approve. 

One thing to keep in mind in a ful-

ly decentralized system is that, that 

account recovery would be possi-

ble, but then there is other ques-

tion like do you benefit of paymas-

ter and is there someone that would 

potentially pay the gas fees for you.

 Long story short, as you as you noti-

ced, I can go on and talk about different 

configuration settings for quite some 

time. There is no limit when we are tal-

king about smart contracts, everything 

is definable in software. And we have 

the opportunity of someone else pay-

ing for the execution. So again, there 

is not necessarily a limit to what you 

can do in terms of custom business 

rules in a smart contract and also in 

terms of recovery and account update. 

 Even multisig is possible, where dif-

ferent signatures are required to authen-

ticate the transaction. For example, if a 

transaction exceeds a certain amount, 

that is programmable as well. Something 

that was previously just possible with 

safe smart contract wallets that can be 

introduced with account abstraction and 

this smart contract wallets now as well.

 As you see there are a lot of oppor-

tunities to customize and to build what I 

think is what account abstraction comes 

down. It is all about understanding what 

the user needs and how to make it as se-

amless as possible for the users because 

we are aiming for the onboarding of new 

non-technical users to the blockchain. 

Apart from the potential dependency 

on centralized institutions, do you 

see other challenges for these smart 

contract wallets?

 Yes. We talked about the negative ef-

fects of EOAs and how they are negative 

in terms of user operations and hand-

ling. For smart contract wallets and ac-

count abstraction the basic biggest risk 

I would say is the smart contract itself.

 Smart contracts are written in coding 

languages like solidity and these codes 

need to be audited, but nevertheless it is 

still a software that you‘re running. And 

we know, like everybody who has been 

involved in writing software, you can ne-

ver prove that a system is 100% bug free. 

We have already had that a few times with 

some different multisig wallets or other 

smart contract wallets on Ethereum.

There is a certain risk associated with 

that. The more complex the rules of 

your software are and the more custo-

mized they are, the harder it is to audit,

and the harder it is to ensu-

re that it really does exactly 

100% what it is supposed to do.

 There‘s the also challenge of running 

updates on this type of smart contracts.

 And then again, account abstrac-

tion is basically a way to provide better 

user experience for an end user or retail 

user. And still, every smart contract ac-

count requires private keys to be stored 

somewhere, because you have to prove 

your identity. The private key can just be 

stored inside your smartphone or can 

be a wallet like an application, and you 

would never see it, but it can also be so-

mething more advanced where you still 

have the challenge of private key ma-

nagement. This challenge would proba-

bly not be on the retail user side. It would 

probably be more on the side of social 

recovery or the on the side of bigger 

institutions, that have one key to cont-

rol your account for recovery purposes. 

In general, yes, but contracts are not 

easy, and the account abstraction 

process is quite complicated. A lot of 

components still need to be develo-

ped as we are in an early phase, and 

we will learn to then improve the soft-

ware. In this stage security is still a risk.

 One last comment, regarding cryp-

tographic primitives. The used ellip-

tic curve digital signature algorithms 

(ECDSA) do usually not break. Usually 

what you find is that in smart contract 

account that has already been audited 

like 50 times, it is way more likely that 

you have in bug in the software then 

in the cryptographic primitive or a bug 

in the EVM. That is something that we 
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will face, and we will potentially also 

see issues there. But we have to learn 

to mitigate these things and to come 

up with solid patterns and audited 

smart contracts to work around that.

These challenges all seem to be 

challenges that typically projects are 

facing in the beginning. Do you think 

there is a real potential for account ab-

straction and who are its competitors? 

For example, Uniswap just came out 

with the Uniswap Wallet app. Would 

you consider that competition?

 It‘s. I mean, I think I think I would not 

call it competitors. There are different 

providers, that provide different type of 

wallets. There is already another compa-

ny called Magic Link which basically pro-

vides a lot of end user wallets with so-

cial logins. And I would not say that this 

is competition. There is definitely still 

room for EOA‘s and other concepts out 

there. The EIP 4337 is just a high-level 

proposal and idea of how you can im-

prove UX. It does not necessarily mean 

that you must do it exactly in that way. 

 And talking about different layer 

tows.   They have account 

obstruction already implemented in a 

protocol, which is not the case for Ether-

eum. Therefore, I think there is still room 

for these things to be evaluated in parallel.

 The general principle of account ab-

straction is that it introduces important 

things to build a better UX, like the pay-

master. If the aim is to create a huge user 

base for example create 10,000 wallets 

for all your users and drop an NFT then 

these things are not necessarily required. 

In the end it really depends on the 

requirements are and how the re-

tail user interacts with it. And I 

think account abstraction products 

are very specific in in this regard.

But still there is a good likelihood, I 

would say that eventually most of the 

current wallet providers will migrate 

or will adopt an account obstruction 

like standard. I can see EOAs like Meta-

Mask for example are technically alrea-

dy compatible for account abstraction. 

When I hear user experience and the 

mass adoption in these times I think 

about apps, do you think there we will 

see more of those or is there another 

concept that providers are working 

for?

 If you were to ask me, one of the 

main goals of account abstraction is 

to not expose anything cryptography 

related to the end user. Or at least in 

a default setting, you can still always 

do private key export. If you want to, 

and you want to move your priva-

te key away, but in a default setting 

these type of things should never 

ever be exposed to the standard user. 

 Yes, I mean you‘re you mentioned 

the app. I think smartphone apps will 

basically become a standard to inter-

act with these types of accounts, par-

ticularly given that smartphones also 

have secure enclaves which cannot be 

used today. Because of the signature 

problem, because smartphones like 

IOS, they support ECDSA as well. But 

these are not supported by the current 

EOA if you will. The current way how it 

is implemented is not supported be-

cause the cryptographic curves differ. 

You will have apps, but the question is: 

How will the apps interact with each other?

In terms of app development, you have 

deep linking of apps. That could potenti-

ally lead you to have your wallet app on 

your phone and other apps that want 

to make use of your wallet can link with 

that particular app on the phone basis. 

We already have that concept today in 

mobile app development with deep 

linking where you have apps ope-

ning other apps for different purpo-

ses. And that can potentially be one of 

these things that will drive the crypto 

adoption. You can make it accessible 

to an entire newly new ecosystem.

 Although there is risk associated 

with deep linking, for example if you 

have bank account on your mobi-

le phone and you open a shady page 

that is asking for access to your bank 

account, you would not like that. The 

beauty of the account abstraction part 

now is that you can set rules and say 

ok, I trust this app, but I don‘t want 

this particular app being able to make 

transactions larger than amount X.

You can encode that in the smart con-

tract and ultimately limit the access. 

That is the beauty. You can set busi-

ness rules and set conditions how cer-

tain keys can interact with the account, 

which limits the tech and the risk.

 So basically, what we talked initially 

about how authentication and authori-

zation in EOAs is one. You authenticate 

yourself with the private key, and you 

can prove who you are because you 

have the private key. The private key 

grants you full access to the account, 

which is bad. With the account abstrac-

tion you have the possibility of different 

keys being able to access your smart 

contract wallet. These keys can also have 

different authorizations associated. For 

example, a key from your smartphone 

could be allowed to trigger transactions 

over 100 USD. Your browser key can trig-

ger transactions up to 500 USD and your 

hardware security module would get full 

access. In the same way you can think 

about other ecosystems, that interact 

with the wallet. For example, a gaming 

app which is a very popular example 

with so-called session keys, where you 

have a blockchain game that needs to 

make regular calls to your smart con-

tract. That blockchain game could be 

authorized automatically to interact 

with your wallet, but just for microtrans-

actions during the next 30 minutes.

 And that is one of the great potential 

improvements in terms of UX, becau-

se if you look at your current situation. 

If it is on your phone, or if it is on your 

browser with for example MetaMask 

- every time someone wants to inter-

act with your wallet, there is a pop up 

and you must approve. These touching 

points would be reduced and that is 

something that I can see. So yes, the-

re will be apps and potentially there 

will be deep linking but we will see.

 

What stage of development are we in 

currently?

 As for now we are still in a very 

early stage. The main purpose of 

this EIP is to go out and test diffe-

rent concepts. You have a hypothe-

sis, build it, test it, and see if it works. 

 The main purpose of it is to ena-

ble account abstraction without ha-

ving a hard fork on the protocol layer. 

We have a separate layer now with 

bundlers. We did not touch that yet. 

They have stayed like in a technology 

scheme. There is like a separate layer 

now with bundling and other things, 

but eventually it will all be written in 

one transaction on the blockchain. 

But we do not have a hard fork, so the-

re is a lot of customization and testing 

potential, which I think is great . We tal-
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Coinciding Events and Financial Crisis

 On Sunday, May 30th, the Bitcoin 

network hit a new all-time high for the 

number of daily transactions processed. 

Coincidentally, on the same day, the 

US government worked with two ma-

jor banks to engineer the latest finan-

cial rescue plan. Meanwhile, JPMorgan 

Chase acquired First Republic after the 

distressed bank’s assets were seized by 

regulators, becoming the second-lar-

gest bank failure in US history. These 

events are not correlated but their ti-

ming suggests something about the 

future of the crypto industry and Bit-

coin‘s role in an increasingly dysfunc-

tional economy. While regulators and 

legislators are working to lessen cryp-

to’s inroads into the wider economy, 

the private banking sector is showing 

itself to be unable to manage itself.

Banking Sector Challenges and First 

Republic Acquisition

 First Republic was taken over by the 

Federal Deposit Insurance Corporation 

(FDIC) to prevent a possible bank run 

as well as further contagion and a draw-

down of the insurance fund’s reserves. 

The federal banking watchdog imme-

diately sold “all of First Republic’s de-

posits and substantially all of its assets” 

to JPMorgan Chase, the largest US bank, 

which was also provided $50 billion in 

financing to complete the deal. This is 

the third major bank to fail in 2023 and 

the second-biggest bank failure in US 

history. The crypto industry is part of 

a wider political realignment towards 

populism. Many people see the First 

Republic bailout as another example 

of profits being privatized while losses 

are socialized. In trying to prevent a 

massive drawdown on FDIC reserves, 

political operators have essentially said 

that all US banks are too big to fail.

Bitcoin as an Alternative Monetary 

System

 Bitcoin has emerged as an alternati-

ve monetary system, which many think 

could eventually serve as a legitima-

te global reserve currency like the US 

dollar is today. The system is attractive 

to some because it follows prewritten 

rules, including a fixed monetary issu-

The Curious Timing of Bitcoin‘s Record-
Breaking Day and a Major Bank Buyout

Pontiggia, Céline 

ance schedule set by social consensus. 

The timing of the Bitcoin blockchain’s 

latest milestone is purely incidental. Bit-

coin transactions have been trending 

up since the launch of Bitcoin Ordinals, 

which enabled the network to support 

non-fungible tokens (NFT). Bitcoin is an 

open-source network – meaning people 

are free to use the technology as they 

please. If Bitcoin has a role to play in the 

future global economy, it’s only because 

people are free to use it how they want.

JPMorgan‘s Journey into Decentrali-

zed Finance

 JPMorgan is pushing forward with its 

efforts to tokenize traditional financial 

assets, despite the market downturn in 

2020 and the regulatory crackdown on 

cryptocurrencies in the US. The bank 

has already processed nearly $700 bil-

lion in short-term loans on its digital 

asset and tokenization platform, Onyx, 

with more to come. The head of Onyx, 

Tyrone Lobban, believes tokenization 

is a „killer app for traditional finance,“, 

especially for private markets like credit, 

equity, and real estate, which are much 

less liquid than public markets. Whi-

le Lobban admits that recent setbacks 

may delay the platform‘s progress, he 

believes they are minor in the long run.

 JPMorgan‘s Onyx is an  authorized 

version  of the Ethereum blockchain 

used by banking partners for transac-

tions in the repo market, where institu-

tions can borrow assets for short-term fi-

nancing needs. Several banks, including 

Goldman Sachs, BNP Paribas, and DBS 

Bank, have already joined the platform, 

and others are considering signing up. 

JPMorgan also launched its own cen-

tralized digital token, JPM Coin, in 2019, 

and is one of the few banks actively 

exploring the potential of blockchain 

and digital assets in traditional finance.

ked about a lot of things, maybe one of 

these things that I mentioned will turn 

out to be an anti-pattern and we realize, 

oh, that is actually really not a good idea. 

Since that, everything is becoming a 

smart contract, we can now test and run 

different business logics. I think everybo-

dy agrees that account abstraction will 

lead to UX improvements and that this 

has the potential to onboard the next-

I don‘t know how many million users.

We are thinking in millions, I love it!

 I mean like there are many, many, 

many humans on the world. We have 

to test hypothesis and see how people 

react to it. But yeah, given the potential 

UX improvements, I think that it is ma-

king onboarding and interaction with 

blockchain errors way easier. Which is 

good because I think a lot of errors the-

se days happen because people send 

funds to the wrong address and do not 

understand what their contract is doing, 

people are being rug pulled and with ac-

count abstraction you are adding more 

control over these transactions. It opens 

the opportunity to do threat monito-

ring, anomaly detection, you name it. 

There are a lot of things that you can do.

And I am actually quite excited for that.

So are we. As we are about to wrap up 

would you like to add anything?

 Umm, no, I think we discuss ba-

sically everything. No, I am good.

Perfect. Then just a fun question for 

last. What do you think was first the 

egg or the chicken?

 Ohh obviously the chicken.

It‘s like the same as; Why did the 

chicken cross the road, right?

Where you can usually come up with 

different types of answers to it, also 

very sophisticated ones. There are 

some quite interesting answers to 

this as well. I think Albert Einstein 

even contributed with an answer. 

Ohh I‘ll definitely have a look into it. 

Thank you for this Interview David 

Dornseifer.

The Bitcoin network hit a new all-time 

high.
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LEGAL

Dang, Nadia

Hacked crypto ac-

counts sold on the 
darknet for only $30 

 On May 2, 2023, it was reported that 

cybercriminals have been selling hacked 

and verified crypto accounts on the dar-

knet with low prices, according to the re-

search paper “The Dark Web Price Index,” 

published on April 24. the hacked ac-

counts were sold for only $30 per piece 

by cybercriminals who illegally accessed 

these financial accounts. Furthermore, 

there were some accounts to be found 

on the darknet, such as Binance for 

$410, Crypto.com for $300, and Coinba-

se for $250. According to the data from 

last year, the prices for the same financi-

al profiles were increasing significantly. 

 Miklos Zoltan, a Privacy Affair securi-

ty researcher, highlighted the importan-

ce of keeping personal information safe. 

He stated, “If someone gets their hands 

on your financial details or social media 

credentials, the prices mentioned above 

are basically what it’s worth to them.” 

Nowadays, there is a growing number 

of hacked crypto accounts, leading to 

security issues in the industry. There are 

many victims of cyberattacks who went 

to court to get their stolen data back.

What is the darknet?

 A darknet is a communication sys-

tem that allows for anonymous inter-

net browsing.The main characteristic 

of the darknet is its independence from 

the normal internet which means that 

the darknet can be opened without 

the ordinary World Wide Web. Furt-

hermore, the darknet is a system that 

contains a software system and proto-

cols which enables anonymity when 

browsing the web. Because of its unre-

gulated system, the darknet is seen as 

dangerous since it allows hackers and 

cybercriminals to trade  illegal content.

Crypto Scammers Used Google Ads to Steal 
Over $4 Million

Wagner, Cendrine

White House Pushes for Punitive Tax on 
Crypto Mining

Prétat, Grégoire

 Scammers have managed to steal 

over $4 million worth of crypto from 

around 3’000 victims through deceitful 

websites marketed via Google search 

ads. The investigation was conducted by 

ScamSniffer, which identified numerous 

cases of users falling for the phishing 

scam in the last few weeks by clicking on 

fraudulent ads that led them to malici-

ous websites. Once forwarded to one of 

these websites, the users were asked to 

enter their login signature information, 

thus compromising their wallet addres-

ses, leading to substantial financial losses.

 The investigation concluded that 

the victims on Google used specific key-

words, leading users to malicious ads at 

the forefront of search results. As these 

websites were promoted on Google, 

most users clicked on the first available 

option, unaware of their consequences.

 An analysis of these keywords re-

vealed that scammers were targe-

ting specific companies such as Lido, 

Zapper, Defillama, Stargate, Radiant, 

and Orbiter Finance. One should be 

aware of the following malicious 

ads associated with each keyword:

· Lido:       lido.is

· Zapper:      webapp-zapper.com, 

        appfi-zapper.com

· Defillama: defeillama- / deflllama.com

· Stargate:    stargate-finances.online

· Radiant:     adiantcapital.info

· Orbiter Finance: orbitered.finance

How did these ads bypass Google 

Ads’ review process?

 Fraudulent websites have used a 

parameter called “gclid,” which allowed 

scammers to avoid Google Ads’ review 

process safely. Google Ads uses the pa-

rameter to track clicks and display diffe-

rent websites based on popularity. Some 

websites use anti-debugging measures, 

which redirected Google’s cybersecu-

rity team to a regular webpage while 

normal users were forwarded to the 

malicious website. This tactic enabled 

websites to go around some of Google’s 

ad machine reviews, enabling scams.

 

What improvements does Google 

Ads need?

 To prevent future scams of this sort, 

Scam Sniffer recommends a Web3-focu-

sed malicious website detection engine 

and continuous monitoring of landing 

pages of ad placements to identify bugs 

and deception through parameters.

 

Which precautions can users take?

 To conclude, users must be vi-

gilant and take precautions to pro-

tect their cryptocurrency. This can be 

accomplished by avoiding clicking 

on suspicious links, ensuring up-to-

date antivirus software on all devices, 

using two-factor authentication, and 

using a well-secured crypto wallet.

 According to a post published on-

line on May 2, the Council of Economic 

Advisers (CEA) at the White House has 

proposed a punitive tax on crypto mi-

ning operations due to the negative 

impact they have on society. The post 

argues in favor of a 30% tax on mining 

companies‘ energy costs, which is an 

uncommon industry-specific penalty 

that may jeopardize the profitability of 

these businesses. This move is being 

considered by U.S. President, Joe Biden.

  The proposal was first sought in a re-

cent federal budget proposal and could 

generate up to $3.5 billion in revenue 

over the next 10 years. The Council of 

Economic Advisers (CEA) contends that 

crypto mining firms do not pay for the 

full cost they impose on others, inclu-

ding local environmental pollution 

and higher energy prices. While other 

energy-intensive industries wouldn‘t 

be similarly taxed, the CEA argues that 

„crypto mining does not generate the 

local and national economic benefits 

typically associated with businesses 

using similar amounts of electricity.“ 

Congressional Republicans have resis-

ted efforts from regulators and the ad-

ministration to penalize the crypto sec-

tor, so the Republican-controlled House 

of Representatives may not be likely to 

embrace taxes that punish the industry.
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Pontiggia, Céline

How will Pending UK Regulation Change 
Crypto Market Compared to EU?  

 The European Union (EU) and the 

United Kingdom (UK) are both working 

on their regulatory frameworks for cryp-

tocurrencies. The EU is speeding ahead 

with the recently approved Markets in 

Crypto-Assets (MICA) regulation, while 

the UK is looking to develop its own ru-

les to ensure consumer protection, pro-

mote innovation and prevent financial 

crime. The UK has already taken steps 

to regulate cryptocurrencies before 

leaving the EU but has yet to submit a 

full proposal. The Financial Services and 

Markets Bill (FSMB) is expected to be-

come law this spring, introducing new 

powers for HM Treasury (HMT) to bring 

crypto assets within the UK’s financial 

services domain. The UK Treasury wants 

 The European Central Bank (ECB) is 

working on a digital euro to prepare for 

a future where cash is out of favor and 

the private sector competes with cen-

tral banks for the control of money. In-

deed, on April 24, the ECB published the 

third progress report on the digital euro, 

as well as the findings of focus groups.  

This stated that the euro‘s digital version 

would only be available to consumers 

and subject to a maximum holding li-

mit, which has yet to be determined but 

has been said to be around EUR 3,000.

 Eurozone’s citizens who do not have 

an account intended for cryptocurren-

cies could also have access to this new 

form of cash if they have an account 

with an eurozone-based payment ser-

vices provider, such as a bank or a digi-

tal wallet operator. On the other hand, 

businesses and governments will be 

free to accept digital euros, but not to 

spare them. Non-euro area residents 

might also have access if they held an 

account with a euro-area-based pay-

ment services provider. In further re-

leases, non-European consumers could  

one day potentially be able to exchange 

their digital euros for foreign currencies 

if other central banks launch their own 

digital money, but it will also depend 

on accessibility rules that need to be 

set out in the legislative framework for 

this new European digital currency. 

The Governing Council also proposes 

that a digital euro could be made avai-

lable to euro area residents via existing 

banking apps, or an app provided by the 

Eurosystem. Banks distributing the digi-

tal euro would be required to provide a set 

of mandatory core services to end-users 

and could offer additional services. The-

se could include conditional payments 

or the ability to split person-to-per-

to make the country a crypto hub and 

restore confidence after the difficult 

2022 year. Andrew Griffith, Minister for 

the City of London and Economic Se-

cretary to the Treasury, said in a recent 

interview that he expects the UK’s regu-

latory framework for cryptocurrencies 

to begin within the next 12 months and 

that he expects “comprehensive” rules 

to apply then in the EU. The UK govern-

ment is committed to an effective legal 

framework and is willing to develop it in 

a timely manner. It could choose to be 

more friendly towards the crypto indus-

try to promote innovation and attract 

investment (for example, by adopting 

a more flexible licensing and regula-

tion approach or by offering tax incen-

tives to crypto companies) or stricter in 

areas such as Anti-Money Laundering 

(AML) and Counter-Terrorist Financing 

(CTF). Ian Taylor, the head of CryptoUK, 

has stated that the proposed MiCA bill 

puts pressure on the UK and US to crea-

te a regulatory framework for the cryp-

tocurrency industry. He believes that 

global minimum regulatory standards, 

such as those proposed by MiCA, are 

crucial for the industry. Regulators are 

expected to balance innovation and 

protection of the public, and the UK 

will develop its own crypto infrastruc-

ture according to its industry and eco-

nomy needs, as it is not part of the EU.

son payments among multiple parties. 

 The findings of focus groups, that 

the ECB also released on April 24, emp-

hasize the results of a study on people‘s 

views on a potential digital wallet. The 

study, which used focus groups and in-

depth interviews conducted in all euro 

area countries from December 2022 to 

January 2023, found that most partici-

pants were interested in trying some 

of the digital wallet features presented. 

Key features considered essential for a 

digital wallet included person-to-per-

son money transfers, offline payments, 

ALL ABOUT THE CENTRAL BANK DIGITAL CURRENCY 

ECB in its Final Stage of Investigation Phase of Digital Euro
Prétat, Grégoire 

ECB is working on a digital euro.
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Where does Switzerland stand with CBDCs? 
Thomas Moser, alternate Member of the 

SNB gives his insights
Triet, Robin

 Digitalization has led the initiative 

of Central Bank Digital Currency (CBDC) 

to gain popularity. To stay on track with 

digitalization and the technologies that 

gained momentum in the last few years, 

the SNB conducts regular investigations.

Back in 2019, the SNB made its first 

statement regarding Central Bank Digi-

tal Currency (CBDC). Together with SIX 

and the Bank for International Settle-

ment (BIS), the SNB published a multi-

phase investigation on the settlement 

of tokenized assets in central bank mo-

ney in 2021. The investigation, called 

“Project Helvetia”, explored how central 

banks could offer settlement in cen-

tral bank money with more tokenized 

financial assets based on distributed 

ledger technology (DLT), focusing on 

operational, legal and policy questions. 

With “Project Jura” the trio investigated 

cross-border settlement using CBCD. 

To find out what the future of money 

might look like, the crypto valley journal 

interviewed Thomas Moser, alternate 

Member of the SNB Governing Board.

 Digitalization is already well develo-

ped in the financial industry, especially 

in payment transactions. In recent ye-

ars the development has accelerated, 

leading to a transition period, that is 

associated with risk because infrastruc-

ture and regulations are lagging, and 

consequences are unforeseeable. Cur-

rently, the SNB is focusing on being at 

the forefront when it comes to digital 

transaction technology, such as cashless 

payment. When it comes to distributed 

ledger technology (DLT), Moser sees an 

efficiency gain and more automation. 

DLT consolidates several platforms that 

are currently being used separately 

including the trading platform, clea-

ring platform to settle transactions, the 

platform that transfers the assets and 

the platform that transfers the money. 

Although DLT is very interesting, Bitcoin 

and other cryptocurrencies are poorly 

suited as a means of payment due to 

their high volatility and thus are not seen 

as a challenge for central banks. Stable-

coins could take over the function of mo-

ney, however, as they are built on central 

bank money, they hardly pose any new 

challenges apart from regulatory issues. 

  Not the same, but similarly to stable-

coins, CBDCs are digital, government-is-

sued currencies that are not pegged to 

a physical component. CBDCs are com-

parable to stablecoins because they are 

stabilized cryptocurrencies pegged to 

another currency, in this case fiat money. 

Unlike cryptocurrencies which are de-

centralized, CBDCs are issued and ope-

rated by the state. At present, around 

90 countries are exploring CBDCs. The 

European Central Bank is currently in 

the final stage of investigating a di-

gital euro. You can find an overview 

of the digital euro in this newsletter.

 

Challenges

With CBDCs, issuers are confronted 

with three challenges on a technical 

level:  ensuring security, scalability, and 

adequate privacy protection. With the 

tourbillon project, the SNB and BIS are 

currently testing cyber resilience, scala-

bility, and privacy in a CBCD prototype. 

Further, non-technical problems inclu-

de regulatory insecurities and ques-

tions regarding governance for the 

operation of these infrastructures. 

 

 Another big concern is that CBDC 

could directly compete with commercial 

banks’ book money leading them to lose 

their customer base and funds on a large 

scale. The more the design of the CBDCs 

resembles the functionality of com-

mercial bank deposits, the greater the 

risk of banks consequently failing. The 

design of CBDC is significant when tal-

king about the impact. For example, the 

so-called wholesale wCBDC would not 

be accessible to the public and is inten-

ded only for financial institutions. With 

CBDCs. the impact would be immediate, 

but it would allow the current financial 

system to use blockchain in a secure way. 

 

 CBDCs have a big opportunity to re-

ach unbanked individuals and thus help 

support financial inclusion. It is also de-

pendent on the design, but increased 

financial inclusion could be achieved by 

budget management tools, and con-

ditional payments. The findings will 

inform the design of a possible digi-

tal euro. The ECB plans to decide on 

the project‘s future in the autumn.

 ECB Executive Board member Fabio 

Panetta has said that political opposi-

tion could still create problems for the 

central bank from issuing a digital euro, 

despite previous statements that a deci-

sion on the matter would be made later 

this year. Panetta suggested that a poli-

tical decision would be needed to issue 

a CBDC and that the ECB could not pro-

ceed independently if such a decision 

was not made. He also urged lawmakers 

to pass laws making the digital euro 

legal tender and noted that the ECB 

was considering how to grant access 

to around 5% of the population who 

do not have or want a bank account.

The potential benefits

 This digital euro could bring signifi-

cant efficiencies to the financial world: 

enabling low-cost, instant peer-to-peer 

transfers and asset trades using smart 

contracts. It can also help those who are 

unbanked to gain easier and safer ac-

cess to money through mobile devices 

and can integrate with tax collection re-

gimes to improve monetary policy flow. 

The efficiencies of blockchain are alrea-

dy being realized in the cryptocurrency 

world, with lower costs, removal of bar-

riers to entry, and the ability to automa-

te processes without intermediaries. Ho-

wever, the launch of the European CBDC 

will require oversight to fight finan-

cial crime while maintaining user con-

fidence in the privacy of transactions.

 

The same level of privacy as cash?

 According to Fabio Panetta, a digital 

euro will aim to complement cash and 

replicate its best features but may not 

offer the same level of privacy. Spea-

king before the European Parliament‘s 

Committee on Economic and Moneta-

ry Affairs, Panetta said the digital euro 

would be risk-free, accessible, and easy 

to use. He added that maximum priva-

cy levels would be guaranteed but con-

ceded that it would not be the same as 

cash. Panetta also raised the possibili-

ty that some small digital euro trans-

actions could be made anonymously. 

The ECB has yet to decide on whether 

the digital euro would exist in cen-

tralized or decentralized technology.
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allowing for non-bank payment service 

providers, offering a robust and low-cost 

public sector technological basis with 

new interfaces, education, and by fos-

tering interoperability domestically and 

across borders. Moser points out the 

importance that all members of society 

must have access to money and secure 

payment options. However, it does not 

have to be with a CBDC system, and it 

depends on the design as well. To ensu-

re financial inclusion, the SNB will con-

tinue to offer cash in the future, as it is 

an ideal offline and backup solution.

Outlook in the future

 When asked about the position of 

the SNB on CBCD issues and the de-

velopments, Moser confirms that the 

SNB is currently not planning to issue 

retail CBCD (rCBDC) to the public. Ho-

wever, they are open for wCBDC, as 

they are already experimenting with 

CBDC that is only available for ap-

proved financial institutions that e.g., 

hold accounts with the SNB. The goal 

is to launch real wCBDC on a regula-

ted blockchain-based exchange called 

SDX for selected transactions this year. 

The technical feasibility was shown 

with the project “Helvetia and Jura”.

 

Decentralized finance works without 

any financial intermediaries. That would 

also include the SNB. Many would con-

sider that a threat to central banks. 

Moser recognizes the innovation pow-

er of DeFi and the increased efficiency 

it could bring to the financial market, 

hence the many research projects to 

stay up to date. Nonetheless, Moser 

points out that experience showed 

that the majority of consumers enjoy 

working with intermediaries as they 

offer valuable and personal services. 

Furthermore, the example of stableco-

ins shows that the price stability of the 

traditional banking system is also ap-

preciated by the blockchain community. 

DeFin is innovative and brings ad-

ditional competitive pressure to 

the traditional financial system. 

 

 To conclude, the interview highl-

ighted advancements made with quan-

tum computers, that could be used for 

malicious attacks on the traditional 

financial sector. The SNB is addressing 

this challenge in the Tourbillon pro-

ject. The proposed CBDC would with-

stand attacks from quantum compu-

ters. The project and its code are set 

to be published at the end of this year.

INTERNATIONAL

Prétat, Grégoire 

 On April 26, Asset Manager Franklin 

Templeton announced that its OnChain 

U.S. Government Money Fund (FOBXX) 

is now supported on the Polygon block-

chain. The fund is specialized in the to-

kenization of U.S. government securi-

ties, cash, and repurchase agreements 

and with this move, it aims to increase 

compatibility with the digital ecosystem. 

 

 With over $270 million in assets un-

der management, FOBXX is the first 

U.S.-registered fund to use a blockchain 

for transactions and share ownership 

recording. Head of Digital Assets at 

Franklin Templeton Roger Bayston said: 

“Extending the reach of the Franklin 

OnChain U.S. Government Money Fund 

to Polygon enables the Fund to be fur-

ther compatible with the rest of the 

digital ecosystem, specifically through 

an Ethereum-based blockchain.” In-

vestors can buy shares of FOBXX and 

hold them in digital wallets via the 

Benji Investments mobile app. Franklin 

Templeton has long been involved in 

crypto: Two years ago it announced a 

digital asset venture fund,  and in 2019 

it started digitizing shares for a money 

market fund on Stellar’s blockchain .

 

Money market funds are increasingly 

interested in blockchain technology

  As a reminder, money market funds 

are mutual funds with investments 

in highly liquid securities and with 

short-term investment strategies. In 

addition, these funds aim to provide 

investors with low-risk options. This 

does not really fit with a crypto invest-

ment, which has high volatility and re-

ally pays off in the long run. However, 

with the recent market volatility and 

the US banking crisis turning global, in-

vestors have turned to money market 

funds to hedge their investment risks. 

 

 Moreover, with the rise in the number 

of institutional investors willing to invest 

in digital assets, traditional finance play-

ers (TradFi) are seizing this opportunity 

to merge the two worlds. As a result, 

they no longer hesitate to go through 

these funds via blockchain technology. 

 

 Thus, just like Franklin Templeton, 

many other funds will be more inte-

rested in blockchain technology in the 

days to come. For example, this is also 

the case with Ondo Finance, which 

just recently stated that it is study-

ing an alternative solution in the form 

of a stablecoin anchored to the U.S. 

dollar and backed by money market 

funds traded on traditional platforms.

Franklin Templeton Bets Big on Ethereum by 
Putting Fund on Polygon

Thomas Moser talks about the future of SNB.
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China’s digital yuan 
to be used for 

government wages
 On April 23, the financial authorities 

of Changshu announced that public 

sector employees in the Chinese city will 

start receiving their salaries in central 

bank digital currency at the end of May, 

as the deployment of financial techno-

logy in China continues at a steady pace.

 

 This marks the largest rollout of 

the currency in China to date, as go-

vernment employees, as well as those 

working at state-owned companies, 

schools, hospitals, libraries, research in-

stitutes, and media organizations will 

be affected. The city, with a population 

of 1.7 million, has been experimenting 

with the digital yuan since last year. 

For example, they have already used 

it to pay transit subsidies for some go-

vernment employees. The digital yuan 

operates online and utilizes blockchain 

technology, making transactions recor-

ded and traceable in a digital ledger. 

While China is already moving towards a 

cashless society, electronic transactions 

primarily occur on privately-owned 

apps such as Alipay and WeChat Pay. 

 

 The world’s second largest economy 

has been trialing the digital yuan in Chi-

nese cities since 2020, as it prepares for 

a national rollout that could put China 

ahead of Europe and the United States in 

the global race to develop a state-backed 

digital currency, which is also known as 

the central bank digital currency (CBDC).

 On May 3, a layer 1 blockchain and 

smart contract platform called the 

Sui Network launched its mainnet af-

ter much anticipation from the crypto 

community. The platform is designed 

to increase Web3 adoption with fast 

speeds and high scalability, boasting 

a $2 billion valuation and more than 

200 projects in its directory. Sui relies 

on delegated proof-of-stake, allowing 

SUI network users to elect and vote for 

delegates to confirm the next block, 

unlike Bitcoin or Ethereum blockchains 

that run on proof-of-work and proof-

of-stake consensus mechanisms. Sui 

is also built on Move, a Rust-based 

programming language designed at 

Meta, formerly known as Facebook.

 Despite the high expectations and 

$300  million raised in 2022 to sup-

port the development of the Sui eco-

system, the mainnet launch faced some 

challenges. While the platform pro-

mised fast transaction speeds, speeds 

averaged around four transactions per 

second (4tps) minutes after the launch, 

gradually increasing throughout the 

day and hovering around 18tps six 

hours after the launch. In comparison, 

Aptos, a rival blockchain, is pushing out 

at speeds of 9tps. The decentralization 

front has also proved to be a challen-

ge, with more than 2’100 nodes opera-

ting across 43 countries, but primarily 

concentrated in Germany and the U.S.

 However, despite these challen-

ges, major cryptocurrency exchanges 

around the world have launched trading 

of the Sui (SUI) token, enabling investors 

to buy and sell the new SUI token. Crypto 

exchange Binance, for instance, debuted 

SUI trading immediately after the main-

net launch, allowing users to trade bet-

ween SUI and cryptocurrencies like Bit-

coin, Tether, and BNB, as well as exchange 

SUI against euros and Turkish liras. 

 On April 28, a financial technology 

firm named Block has introduced a pro-

totype design of its new five-nanometre 

Bitcoin mining chip. This chip is plan-

ned to make Bitcoin mining accessible 

and easier to use for more people and 

is seen as an important step to reach a 

more decentralized process in bitcoin 

technology. Furthermore, the compa-

ny intends to make the Bitcoin mining 

technology an open source, meaning 

that the chip design of the mining tech-

nology will be made available for ever-

yone to use and change. This should 

be achieved through selling the ASICs 

chip to make the whole mining system 

more efficient. ASIC stands for “applica-

tion-specific integrated circuit,” which is 

a technological device mostly used for 

mining Bitcoins. The reason behind this 

innovation is because only a few compa-

nies have power over the Bitcoin mining 

industry. They control the majority of 

the market, which might lead to disad-

vantages for the Bitcoin miners and the 

whole network. For that reason, Block 

aims for more decentralization through 

the development of the mining rigs.

 The company, owned by former 

Twitter CEO Jack Dorsey, stated in a 

blog post that producing such a Bit-

coin Chip (ASIC) is not easy and co-

mes with obstacles because of some 

financial and technological issues.

 According to Block, the firm has 

bought a large amount of ASIC chips 

from Intel, a popular US technology 

company. Furthermore, the firm repor-

ted that the components from Intel will 

help them to develop their future 3nm 

chip with even more enhancement 

saying, “We can now focus our design 

team exclusively on cutting edge three 

nanometer ASIC development.” The re-

duction of the chip size can decrease 

the heat and improve the efficiency of 

the rig. As of now, there are no compa-

nies that made their chip designs open 

source. Moreover, most of the ASICs 

are currently running on 5nm chips.

Long Awaited Sui Network’s mainnet launch

New Bitcoin Mining Chip 
Prototype Introduced

Arnold, Luna 

Dang, Nadia

Prétat, Grégoire

Chinese government employees will 

receive their salary in CBDC.
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 The Canadian province of New 

Brunswick has decided to stop servicing 

new, large-scale industrial customers 

due to concerns about the cryptocur-

rency sector‘s high consumption of 

electricity. According to a recent report 

by CBC, the power company N.B. Power 

has started rejecting energy requests 

from crypto miners already since 2022 

because of the risk that the amount of 

electricity used by the cryptocurrency 

sector may surpass the capacity of the 

utility. The government has ordered a 

review to evaluate the sector‘s impact 

on the electricity supply, but N.B. Pow-

er refused to share the report. The deci-

sion to freeze new customers came just 

months after Taal Distributed Informa-

tion Technologies Inc. announced plans 

to establish a 50-megawatt bitcoin mi-

ning operation in Grand Falls, which 

would have joined an existing 70-mega-

watt bitcoin mine in the same area. The 

combined annual electricity consump-

tion of these two mines exceeds what 

could be produced by the small modu-

lar nuclear reactor being designed by 

ARC Clean Energy Canada of Saint John.

 The pause by N.B. Power is a result 

of several interconnected challenges 

that the utility is facing with its long-

term ability to generate electricity. It 

must stop burning coal at Belledune 

by 2030 under federal climate rules, is 

having problems running the Point Le-

preau nuclear-generating station, and 

must decide soon whether to spend $3 

billion to refurbish the Mactaquac hy-

dro dam. The utility has been exploring 

other energy sources for Belledune but 

so far has not decided, and converting 

the plant could be costly. The provin-

ce faced a record peak demand on Fe-

bruary 4 that left it on the verge of bein 

unable to supply existing customers.

 Some U.S. electrical utilities sup-

plying crypto mines have been forced 

to pass on higher costs of generation 

to other customers and, in some cases, 

have had to generate more electricity 

from greenhouse-gas emitting sources. 

Meanwhile, bitcoin mines act as a de-

centralized banking network, constant-

ly recording worldwide transactions 

and earning bitcoin as a reward. The 

more computers a company operates 

to tally transactions, the more curren-

cy it will earn, but adding computers 

requires larger amounts of electricity.

 On May 2, 2023, the largest US cryp-

tocurrency exchange Coinbase has an-

nounced the launch of the Coinbase 

International Exchange. With the launch 

of the exchange, institutional clients 

will have more opportunities to invest 

in digital assets such as Bitcoin or Ether-

eum perpetual futures soon. This type 

of transaction differs from traditional 

futures as it allows traders to hold their 

positions as long as they want, without 

an expiration date. The company repor-

ted that the exchange will be resolved in 

USD Coin (USDC) and focuses on secu-

rity features such as 24/7 management, 

dynamic margin requirements and cer-

tain compliance standards. Coinbase 

additionally reported, “The Coinbase 

International Exchange is an expan-

sion, bringing the safest, most trusted 

name in crypto to the global market.”

 The „100% Made in Italy“ label is 

renowned for representing exceptio-

nal quality and craftsmanship in Italian 

products like Parmigiano Reggiano and 

Barolo wines. However, counterfeiting 

and misleading claims of Italian origin 

have caused significant harm to the 

economy and the reputation of genui-

ne Italian goods worldwide. This is a 

widespread challenge faced by luxury 

and artisanal brands globally, and exis-

ting solutions have proven inadequate.

 In the digital age, blockchain tech-

nology has emerged as a powerful tool 

to enhance product quality and safety. 

On April, 27, a groundbreaking project 

called „operation transparency“ was in-

troduced by five major dairies of the Tu-

scan Pecorino Consortium, accounting 

for approximately 25% of the market. 

This experimental project, certified by 

the control body Dqa (Department of 

Agri-food Quality), utilizes a traceability 

system accessible even to small produ-

cers. A portable device called BluDev, 

developed by Farzati Tech, is attached to 

Underlining that global consensus is 

necessary for the regulation of cryp-

to before India makes any move on 

it, Finance Minister Nirmala Sithara-

man on Sunday, April 23, said a glo-

bal template may have to be created. 

Union Finance Minister Nirmala Sithara-

man has highlighted the importance of 

a global consensus on regulating cryp-

to assets before India takes any action. 

She stated that a collaborative effort is 

necessary to create a global template 

for regulation, as no single country can 

effectively control digital assets due to 

their technology-driven nature. Howe-

ver, Sitharaman clarified that this does 

not imply controlling distributed ledger 

technology and its potential benefits. 

The G20, which India currently presides 

over, has kept the issue on its agenda 

for this year, and reports from the IMF 

and the Financial Stability Board (FSB) 

will be discussed in July when finance 

ministers and central bank governors 

meet under the G20. The FSB‘s report 

will focus on financial stability. Sithara-

man made these remarks in response 

to a question on regulating digital as-

sets during the First G20 Finance Mi-

nisters and Central Bank Governors 

Meeting held in Bengaluru in February.

Months-long refusal of energy to the crypto-

currency sector in Canada
Coinbase Interna-

tional Exchange will 
soon be launched

100% Made in Italy 
Guarantee

Regulating Crypto Assets Without Global 
Consensus Will Not Be Effective: FM

Arnold, Luna 

Dang, Nadia

Pontiggia, Céline 

Prétat, Grégoire

Crypto miners still require large amounts 

of electricity.
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the product and employs artificial intel-

ligence and near-infrared spectrometry 

(NIR) to create a digital „bio fingerprint.“ 

This technology enables the product‘s 

entire journey from origin to distribution 

to be tracked and stored as a „food pass-

port.“ The DQA plans to incorporate this 

innovative solution into the control plan 

for Pecorino Toscano, with potential ap-

plications in other food sectors as well. 

This „talking label“ allows consumers to 

access comprehensive information ab-

out the product‘s history through their 

smartphones, combating issues like 

„Italian sounding“ that are increasing-

ly prevalent in the agri-food industry.

 Moreover, blockchain technology 

has previously been utilized to verify 

the authenticity of Italian products. In a 

partnership between the DFINITY Foun-

dation and FEDERITALY, blockchain tech-

nology was leveraged to provide secure 

and transparent verification for Italian 

brands, combating counterfeiting and 

CONSENSUS FAIR

Reflect, Reimagine, and Rebuild at: Consensus 2023
Arnold, Luna

 Consensus, the annual crypto and 

blockchain conference hosted by 

Coindesk, is one of the largest, lon-

gest-running, and most important 

congresses for innovations in the di-

gital economy. It brought together 

once again investors, policymakers, 

brands, developers, and others to di-

scuss the latest blockchain issues.

 This year’s fair took place between 

the 26th to 28th of April in Austin, Texas, 

and attracted over 15,000 attendees, 

220 sponsors, and 410 speakers despi-

te recent regulatory struggles around 

cryptocurrency adoption in the United 

States. The event featured a range of 

exhibitions and programming across 

several stages; for example, the Mains-

tage hosted keynotes and insights on 

various topics, such as digital privacy 

and the future of Web3. Another stage 

showcased breaking news and develop-

ments in the crypto and blockchain 

space. Developers were offered to di-

scuss the latest developments in the 

crypto economy, grant programs, and 

funding opportunities at the “Protocol 

Village.” Other smaller stages, such as 

the “Hash Stage,” featured programm-

ing from AMA sessions to company an-

nouncements, while the “Metaverse and 

Gaming Stage” explored the use of fu-

ture digital environments and experien-

ces. Furthermore, blockchain networks 

such as Ripple and Algorand hosted 

side events during Consensus, provi-

ding attendees with a deeper unders-

tanding of specific blockchain offerings 

and an opportunity to network with 

like-minded individuals. These events 

were also beneficial to non-Consensus 

attendees who wished to learn about 

the latest developments in this industry.

 The turnout at Consensus 2023 

demonstrated that U.S.-based 

companies and international or-

ganizations are still very much in-

terested in implementing Web3 tech-

nology into their business models.

 

Businesses Discussions about Web3 

Startups and Strategies

 Next to matters about financing 

and investing in Decentralized Finance 

(DeFi), Coindesk also put a lot of effort 

into topics around NFTs, the metaverse, 

brand building, or, in short, The Web3. 

Google, Robinhood, Mastercard, Co-

inbase, and other large organizations 

were present at the conference, discus-

sing their Web3 strategies. „At the end 

of last year, Google Cloud announced 

Blockchain Node Engine, which allows 

users and developers to run an Ether-

eum node without having to manage 

or support it themselves,“ said Head of 

Web3 at Google Cloud James Tromans 

about the recent initiatives they an-

nounced. They also stated that Google 

Cloud had expanded support for the 

Blockchain Node Engine to Polygon 

proof-of-stake, additionally to Ether-

eum. Tromans added that Google Cloud 

acknowledged Polygon’s approach in 

the zero-knowledge space and that 

Polygon will benefit from Cloud‘s in-

frastructure and developer tools. But 

not only Polygon but Google Cloud‘s 

startup program will also support com-

panies to onboard that are planning 

to build on Web3 with their products.

 A Swiss-based nonprofit organizati-

on called NEAR Foundation announced 

its new project called Horizons, which 

is partnered with Pantera, Dragonfly, 

Hashed, Decasonic, and others. Hori-

zons will allow anyone with the idea 

for a startup to essentially crowdfund 

funding and business advice from ex-

perts, meaning it can be described 

as a startup accelerator. The system 

uses a “reputation graph.”, a two-way 

marketplace, which allows startups to 

safeguarding the „100% Made in Italy“ 

label. Through FEDERITALY‘s rigorous 

certification process, products meeting 

the criteria receive a digital certificate 

stored as a non-fungible token on the 

Internet Computer (ICP) blockchain. The 

ICP blockchain offers scalability, user-

friendliness, cost-effectiveness, and en-

vironmental sustainability. Consumers 

can easily verify the authenticity of a 

product by scanning the QR code and 

accessing the corresponding certifica-

te. This solution ensures transparency, 

security, and immutability, instilling 

trust in Italian products and protecting 

the economy. For companies, the cer-

tificate symbolizes pride and quality, 

showcasing their commitment to using 

genuine Italian raw materials and ma-

nufacturing processes. This sets them 

apart from competitors offering coun-

terfeit alternatives. The decentralized 

website hosted on the ICP blockchain 

provides an immersive user experien-

ce, while the sustainable and efficient 

nature of ICP makes it an ideal choice 

for this solution. This partnership exem-

plifies the seamless integration of tradi-

tion and innovation, offering a scalable 

framework for authentication across 

various industries. The initiative not only 

addresses real-life challenges but also 

brings blockchain technology to the fo-

refront, providing end-users with practi-

cal and hands-on blockchain experien-

ce, even if they may not be aware of it.

Blockchain technology utilized to verify 

the authenticity of Italian products.
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rate the level of received support from 

their advisers and advisers to rate the 

founding team, according to Horizon 

co-creator Laura Cunningham. Upon 

its launch, the marketplace will feature 

a comprehensive range of resources, 

including more than 15 service provi-

ders, 40 mentors, and over 300 backers, 

available to NEAR ecosystem founders.

Policy Summit

 The convention saw a great deal of 

attention paid to policy issues in the 

crypto industry, including the first-ever 

Policy Summit on the “Unlock Stage“, 

a full day of conferences evolving the 

world‘s regulatory landscape. Amidst the 

thousands of attendees, the week was 

punctuated by several Congressional 

hearings, work from the European Uni-

on, and further activity from regulators.

 The CoinDesk editorial team reflec-

ted on Twitter on the key takeaways from 

the event, which also included some in-

puts about the lack of regulations. Coin-

desk’s Deputy editor-in-chief Nick Baker 

noted the striking degree of optimism 

surrounding crypto, despite a regula-

tory landscape that may appear nega-

 Raj Dhamodharan, head of crypto 

at Mastercard, appeared at Consensus 

2023 to discuss a new set of guideli-

nes launched by the payments giant. 

In the presentation, he introduced the 

Mastercard Crypto Credential, which 

includes a set of standardized princip-

les and infrastructure for authenticating 

transactions between consumers and 

businesses on blockchain networks. 

The Mastercard Crypto Credential is 

designed to provide a solid foundation 

for financial institutions, governments, 

brands, and participants in the crypto 

space. Its primary goal is to ensure that 

individuals operating in Web3 environ-

ments adhere to pre-defined standards 

that align with their desired activities.

 “We’ve done this for years in payments 

– pioneering innovation in identity veri-

fication and global standards. We look 

forward to bringing decades of expe-

rience to this space to enhance trust and 

work with the broader industry and go-

vernments to enable further innovation.”

 Lirium, Bit2Me, Mercado Bitcoin, 

and Uphold are the first partners to 

join forces with Mastercard in an ex-

citing venture. Their first project is to 

facilitate transfers between corridors 

connecting the United States to Latin 

America and the Caribbean. In addition, 

Mastercard has formed strategic allian-

ces with prominent public blockchain 

network organizations, namely Aptos 

Labs, Ava Labs, Polygon, and the Solana 

Foundation. These partnerships aim to 

enable the integration of the Master-

card Crypto Credential into the applica-

tion developer ecosystems associated 

with these organizations. Through the

collaboration, Mastercard and its part-

ners will work together to enhance ve-

rification processes in various domains 

such as NFTs, ticketing, enterprise so-

lutions, and other payment systems.

Mastercard Unveils 
New Blockchain 

Standards at 
Consensus 2023

Wagner, Cendrine

tive. Ben Schiller, head of Consensus 

Magazine, was moved by the concerns 

of Kate Brady, head of communications 

for Web3 at PepsiCo, who highlighted 

the challenges that a lack of regulato-

ry clarity poses for companies like hers. 

This showed that the regulatory con-

versation affects all of corporate Ameri-

ca, even a mainstream American brand 

like PepsiCo. Meanwhile, CoinDesk‘s 

managing editor for global policy and 

regulation, Nikhilesh De, emphasized 

that the regulatory landscape is always 

changing and evolving, even as atten-

dees gathered for the conference. While 

there may be no immediate resolution 

to the ongoing regulatory conversations 

in the US, there are signs of progress.

 Despite the lack of clarity and the 

challenges this poses for the industry‘s 

innovation and competitiveness, the 

crypto community remains optimistic 

about the future. While other regions like 

Europe and Asia have more established 

regulatory frameworks, the US is slow-

ly taking steps forward, and attendees 

at Consensus 2023 remain committed 

to the possibilities of the crypto sector.

Crypto Market Analysis
CRYPTO MARKET

Prétat, Grégoire 

Current top Cryptocurrency and Oracles Tokens by Market Capitalisation.

The crypto & Web3 community gathered once again for Consensus Fair.

 

  Price 30d change Trading 
Volume 24h 

Marketcap Market 
Share 

Bitcoin $ 27’615.80 - 0.96% $ 16’296 Mio. $ 534'719 Mio. 46.8917% 
Etherum  $ 1’843.27 + 0.57% $ 7’875 Mio. $ 221’871 Mio. 19.4479% 
Tether $ 1.00 - 0.00% $ 27’430 Mio.  $ 82’341 Mio. 7.2308% 
BNB $ 31414 + 1.20% $ 509 Mio. $ 48’979 Mio. 4.2974% 
USD Coin $ 1.00 + 0.01% $ 3’661 Mio. $ 30’239 Mio. 2.6543% 
Chainlink $ 6.57 - 7.40% $ 187 Mio. $ 3’395 Mio. 0.2978% 
UMA  $ 3.09 + 49.56% $ 110 Mio. $ 219 Mio. 0.0194% 
Band Protocol $ 1.45 - 19.80% $ 9 Mio. $ 182 Mio. 0.0159% 
iExec RLC $ 1.63 - 1.16% $ 19 Mio. $ 132 Mio. 0.0115% 
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Hello Sarah and welcome to the SCL 

internal interview. Tell us a little about 

yourself.

 Hi! Thank you for the opportuni-

ty. My name is Sarah Ion. I’m Swiss 

but I also have Romanian origins. I’m 

23 years old and I’m a Master‘s stu-

dent, with major in banking and fi-

nance and minor in marketing. In my 

free time and when the weather per-

mits, I really enjoy going motorbiking.

Describe yourself in 3 words.

I would say altruistic, ambitious, and

empathetic.

Describe your Publication group in 3 

words.

 I would say creative, professional

and funny.

So, did you enjoy working with them, 

even if it was just for a few months?

 Yes, absolutely.

We know that you joined the project 

when it was still BCP. What motivated 

you to join the project BCP and now 

SCL?

 I wanted to do a different type of 

thesis actually, where I can learn so-

mething practical and useful for my fu-

ture career instead of just doing some 

research and writing a very long piece.

We mentioned you were part of the 

transition from BCP to SCL. How was 

that experience for you? Did you have 

the possibility to contribute to the 

creation of the new student project?

 First, I have to admit that it felt like a 

roller coaster as there were many, many 

uncertainties. But I would say that all 

this was useful for me as I had the op-

portunity to learn how to be flexible and 

work in unstable conditions. As well as 

they really gave me the possibility to ex-

press my opinion, implement my ideas 

and really be proactive. They were actu-

ally listening to us (students) and to me.

That‘s a cool point of view. Were you 

stressed out at any moment or afraid 

that it would turn out for the worse? 

How were your feelings during this 

time?

 I was for sure a little stressed. Espe-

cially because in the publication team 

we had the merging of other teams, so 

I was responsible for more new people. 

I didn’t know where we would end up 

in the end. But generally, no, I wasn‘t 

afraid that the project would eventu-

ally stop, because there were so many 

people involved and also Adi was taking 

care of it. So no, I wasn‘t afraid of that.

How do you see blockchain technology 

impacting the world in the future?

 I think that blockchain will have 

an enormous impact in the future. For 

example, let‘s think about the World 

Bank that is facing a big crisis at this 

moment, blockchain could be a solu-

tion. Hopefully, it would be a solution.

Would you like to work in that sector in 

the future or you still don’t know yet?

 Yes, I would like to work in the ban-

king sector. Also, because my major 

is in banking and finance. But I know 

the difficult situation banks are facing 

right now. So, we’ll see. If blockchain 

technology will be implemented in 

banks, I would surely think about it.

What was the most interesting or 

unique aspect of writing your master’s 

thesis with SCL?

 I think that the most unique 

aspect of this kind of thesis isthe op-

portunity to work in groups, which 

can be a sneak peek of what the real 

world in terms of working actually is.

Were there any notable successes or 

achievements during the project that 

you are particularly proud of?

 Yes! One example is that before joi-

ning the project I didn‘t know that I 

would be capable of leading a team and 

even if I‘m not perfect right now, I think 

that I achieved being a leader and being 

a source of inspiration and motivation to 

the team. I have personally developed.

We know you were the leader of the 

publication team. Can you maybe 

describe the goals and objectives of 

this team?

 Sure, we have 3 sub-teams: web-

site, social media and video and visuals. 

Everyone works towards spreading the 

blockchain and SCL project knowled-

ge in an understandable and cool way. 

INTERNAL

Goodbye To The Ambitious Sarah Ion!
Pontiggia, Céline; Wagner, Cendrine
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Both for companies who might need our 

research and for common people who 

would like to know more about the topic. 

At the same time, we want to let students 

know there is an opportunity to join the 

SCL project and write the thesis with us.

Did you face any challenges during the 

SCL project? How did you overcome 

them?

 Zero. No, just kidding. Yes, I defini-

tely did. One of the biggest challen-

ges for me was to coordinate so many 

people as we are a big group, like 13 

people. It was actually hard to smoo-

thly communicate and coordinate bet-

ween the different teams and make 

sure that everyone knew what to do. 

Especially because every sub-team 

has a clear strategy for themselves.

Did you use it to organize meetings 

altogether?

 I tried to have a meeting with the  

whole publication team, but it was im-

possible. So, I managed to have mee-

tings with the sub-teams leaders and 

the personal assistants and they, in turn, 

will have their weekly meetings. So, 

they were updating me on everything.

What is the general mood or energy of 

the publication team?

 It‘s actually hard to describe it in ge-

neral. I would say like funny and entertai-

ning but also professional mood. As the 

Publication team, we need to attract as 

much interest and interaction as possib-

le. So, the mood needs to be funny and 

entertaining, but at the same time we 

need to remain professional and this is 

what you can also perceive in our team.

 There are also different dynamics 

amongst the sub-teams, since they hand-

le very different things. So, for example, 

website and video and visuals teams are 

smaller, there are only 3 people in each 

one. The social media one, I think they‘re 

having actually fun. The most professio-

nal one is maybe the website one. So 

the relationships change in every group.

Are there any team members you feel 

you have particularly strong working 

or also personal relationships with?

 Of course. I mean, I think it‘s im-

possible not to bond with someone or 

share some common interests when 

you’re working so closely. If I have to 

mention some names, I will probably 

say my personal assistants: Luna and 

Patrizia. But yeah, it‘s not that the ot-

hers are not kind people or I don’t like 

them, I just related more with them.

We completely understand it. You also 

trust Patrizia since you let her have the 

publication lead role. How does that 

make you feel?

 I don‘t know. It was actually kind of 

sad to leave my position to someone 

else because I was really enjoying it at 

the end: being a leader, having respon-

sibilities, and having people listening 

to me,... It was really starting to work 

well, but I fully trust Patrizia and the rest 

of my team also and I‘m sure that they 

will continue working and achieving 

the goals and going also beyond them.

What did you gain from this project, 

from this experience? From what you 

said, we imagine personal relation-

ships and more confidence in your 

leadership skills, right? Something 

else?

 I also gained a lot of knowledge 

of the blockchain world. I developed 

leadership skills and some other skills-

for example, I learned how to use Ado-

be Illustrator, which I‘m very proud of. 

And lastly, I also gained some friends.

What‘s the best advice that you have 

received from, let‘s say SCL member or 

someone else in your life?

 So, um, it‘s not advice, but the 

most special thing I received was the 

trust I was given leading the team.

Do you have any advice for the remai-

ning SCL members?

 Always set some goals and try 

to go beyond them. Do not settle.

Very ambitious! Do you want to share 

any last words, comments, or good-

byes?

 Yeah, well. If I can, maybe, thank 

Adi for the trust that has been given 

and the opportunity. I wish great suc-

cess to the publication team and the 

SCL project. And thank also to all the 

students I had the chance to meet.

Thank you Sarah for your precious 

insights and your time. We wish you 

the best!

Congratulations To 
Our New 
Manager 

Tui Huakanomm!
Pontiggia, Céline 

 Last week, Tui has been promoted 

to be the first female SCL manager ! She 

is now in charge of leading the Market 

Analysis topic team. We are confident 

that Tui will bring a wealth of knowled-

ge and expertise to the role and that, 

under her guidance, the team will con-

tinue to thrive. We are excited to see 

her lead the team and inspire others.

Congratulations Tui, on this 

well-deserved appointment.
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First read the news and try to 
complete our SCL crossword 
puzzle! 
Send us the solutions to 
gregoire.pretat@uzh.ch to find 
out if your answers are correct!

Down

2. Which company is actively sear-
ching for crypto experts?
4. Where are hacked and verified 
crypto accounts sold?
7. Who is the ECB Executive Board 
member?
10. What is the portable service de-
veloped by Farzati Tech called?

Across

1. What parameter do fraudulent 
websites use?
3. what is the computing environ-
ment of the Ethereum blockchain?

SCL-Crossword
Dang, Nadia

5. Which company is pushing forward 
with its efforts to tokenize traditional 
financial assets?
6. Which market is currently suffering 
from an oversupply of sellers?
8. Who has Romanian origin?
9. What could take over the function 
of money?

Trivia Night Tri-
umph: First SCL 

Social Event Success

 Are there any team-building ac-

tivities or events that you would 

like to suggest or see implemen-

ted? Let Céline or Cendrine know!
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